


Award-Winning Curriculum

Curriculum Categories

Digital
Literacy

Sharing & Connecting Online
Using Online Accounts
Workplace Technology

Social
Skills

Flexible Thinking/Problem 
Solving
Active Listening
Interpreting Directions

Language

Expressive/Receptive 
Language
Workplace Communication
Giving, Receiving, & 
Interpreting Feedback

Behavior

Self-regulation
Self-advocacy
Time-on-task Attendance

Functional
Academics

Reading
Writing
Financial Literacy (Earning, 
Spending, & Saving)

Transition

Interviewing
Real-World Employment 
Projects
Work-Ready Resume & 
Portfolio

Employment Experience
Identify
Interest

Work-
Ready!Getting Hired to 

Work
Performance
Reviews

Portfolio
+ Interview

Students begin by choosing an
employment project in Digitability's
Work Simulation Library and apply
for the job they are interested in.

Start Here Resume via Digitability
Workplace Partner Projects

Digital Project to Showcase
to Employers

Interview Talking Points from
Digitability Work Experience

Self-Advocacy Plan
Apply for a Job

Project Samples

1:1 Year-Long Coaching

Evidence-Based Practices Training

Reward Program

Product Features
Lesson Plan Resources IEP Process, Data, and Reporting Teacher Support

Video Lesson Library

Lesson Plans

Differentiated Assessments and Activities

Google Drive Templates 
(Docs, Sheets, Slides and more!)

Weekly Emailed Student Updates

IEP Goal Bank

Student Progress Monitoring

Data Dashboard



The First Virtual Banking System for
Special Education Students
Bankability allows students to experience a modern banking app while 
learning financial literacy and workplace behavior.

Earn Virtual Money

Students earn a classroom currency 
for behavior and receive direct 
deposits into their checking account 
each payday. 

Pay Bills & 
Purchase Rewards

Customize classroom bills and 
rewards, run payroll, and approve 
purchase requests from their 
Bankability dashboard.

Budgeting Tools

Budgeting tools allow students to 
practice financial decision-making, 
budgeting, and record-keeping in a 
controlled environment.

Track Progress

Logged behavior dollars help 
teachers track behavior overtime. 
Reports can be generated and 
shared at the click of a button.

Customize

Teachers can customize classroom 
bills and rewards, run payroll, and 
approve purchase requests all from 
their Bankability dashboard.

Behavior Support

Designed by experts, Bankability 
develops self-regulation strategies 
and replacement behaviors with 
comprehensive lesson plans 
included.

Visit www.digitability.com/bankability to learn more 
about bringing Bankability to your organization today.

http://www.digitability.com/bankability
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T1

Name Date

Internet Safety Activity

Directions: Read through the scenarios to determine if the behavior shown 
is safe or unsafe. If it is unsafe, write what the student should have done 
instead.

Scenario 1 

Jenny joins an online chatroom to discuss homework with classmates. She uses a 
nickname and focuses on discussing homework topics without revealing personal 
details.

Scenario 2 

Tyler accidentally stumbles upon a website with inappropriate content while doing 
research for a school project. He's curious about it, so he clicks further.

Scenario 3 

Mark creates a social media profile. He selects profile pictures that do not reveal 
his school or location.



T1

Name Date

Internet Safety Activity

Directions: Read through the scenarios to determine if the behavior shown 
is safe or unsafe. If it is unsafe, write what the student should have done 
instead.

Scenario 4 

Mia takes an online quiz that asks for personal information like her birthdate, 
favorite color, and the name of her pet in exchange for a chance to win a prize. She 
wants to win the prize, so she answers all of the questions.

Scenario 5

Sarah receives a message from a stranger asking for her phone number and home 
address. She immediately reports the message to a trusted adult without 
responding to the stranger.

Scenario 6 

Lucas receives friend requests on social media from people he doesn't know 
personally but accepts them all to increase his friend count.



T1

Name Date

Internet Safety Activity

Directions: Read through the scenarios to determine if the behavior shown 
is safe or unsafe. If it is unsafe, write what the student should have done 
instead.

Scenario 7 

Alex's friend wants his login information for a video game so they can play 
together. Alex suggests playing together using a guest account or inviting the 
friend to join through the game's multiplayer features.

Scenario 8 

Lily comes across a pop-up advertisement promising free game downloads if she 
clicks on a link. She wants to get the free games, so she clicks on the link.

Scenario 9 

Emma receives an email from an unknown sender with an attachment titled "Open 
Me." She doesn't open it and informs a trusted adult about the suspicious 
message.



T1

Name Date

Internet Safety Activity

Directions: Read through the scenarios to determine if the behavior shown 
is safe or unsafe. If it is unsafe, write what the student should have done 
instead.

Scenario 10 

Sarah receives a message from a stranger asking for her phone number and home 
address so they can send her a gift. She thinks that's really nice, so she shares 
the information.

Scenario 11

Lily comes across a pop-up advertisement promising free game downloads if she 
clicks on a link. She closes the pop-up window and continues browsing on trusted 
websites.

Scenario 12 

Alex shares his login credentials for an online game with a friend so they can play 
together, even though they've been warned not to share passwords.



T2

Name Date

Internet Safety Activity

Directions: Read through the scenarios to determine if the behavior shown 
is safe or unsafe. If it is unsafe, write or describe what is unsafe about the 
behavior.

Scenario 1 

Jenny joins an online chatroom to discuss homework with classmates. She uses a 
nickname and focuses on discussing homework topics without revealing personal 
details.

Scenario 2 

Tyler accidentally stumbles upon a website with inappropriate content while doing 
research for a school project. He's curious about it, so he clicks further.

Scenario 3 

Mark creates a social media profile. He selects profile pictures that do not reveal 
his school or location.



T2

Name Date

Internet Safety Activity

Directions: Read through the scenarios to determine if the behavior shown 
is safe or unsafe. If it is unsafe, write or describe what is unsafe about the 
behavior.

Scenario 4 

Mia takes an online quiz that asks for personal information like her birthdate, 
favorite color, and the name of her pet in exchange for a chance to win a prize. She 
wants to win the prize, so she answers all of the questions.

Scenario 5

Sarah receives a message from a stranger asking for her phone number and home 
address. She immediately reports the message to a trusted adult without 
responding to the stranger.

Scenario 6 

Lucas receives friend requests on social media from people he doesn't know 
personally but accepts them all to increase his friend count.



T2

Name Date

Internet Safety Activity

Directions: Read through the scenarios to determine if the behavior shown 
is safe or unsafe. If it is unsafe, write or describe what is unsafe about the 
behavior.

Scenario 7 

Alex's friend wants his login information for a video game so they can play 
together. Alex suggests playing together using a guest account or inviting the 
friend to join through the game's multiplayer features.

Scenario 8 

Lily comes across a pop-up advertisement promising free game downloads if she 
clicks on a link. She wants to get the free games, so she clicks on the link.

Scenario 9 

Emma receives an email from an unknown sender with an attachment titled "Open 
Me." She doesn't open it and informs a trusted adult about the suspicious 
message.



T2

Name Date

Internet Safety Activity

Directions: Read through the scenarios to determine if the behavior shown 
is safe or unsafe. If it is unsafe, write or describe what is unsafe about the 
behavior.

Scenario 10 

Sarah receives a message from a stranger asking for her phone number and home 
address so they can send her a gift. She thinks that's really nice, so she shares 
the information.

Scenario 11

Lily comes across a pop-up advertisement promising free game downloads if she 
clicks on a link. She closes the pop-up window and continues browsing on trusted 
websites.

Scenario 12 

Alex shares his login credentials for an online game with a friend so they can play 
together, even though they've been warned not to share passwords.



T3

Name Date

Internet Safety Activity

Directions: Read through the scenarios. Mark iif the behavior shown is safe 
or unsafe. 

Scenario 1 

Jenny joins an online chatroom to discuss homework with classmates. She uses a 
nickname and focuses on discussing homework topics without revealing personal 
details.

Scenario 2 

Tyler accidentally stumbles upon a website with inappropriate content while doing 
research for a school project. He's curious about it, so he clicks further.

Scenario 3 

Mark creates a social media profile. He selects profile pictures that do not reveal 
his school or location.

SAFE UNSAFE

SAFE UNSAFE

SAFE UNSAFE



T3

Name Date

Internet Safety Activity

Directions: Read through the scenarios. Mark iif the behavior shown is safe 
or unsafe. 

Scenario 4 

Mia takes an online quiz that asks for personal information like her birthdate, 
favorite color, and the name of her pet in exchange for a chance to win a prize. She 
wants to win the prize, so she answers all of the questions.

Scenario 5

Sarah receives a message from a stranger asking for her phone number and home 
address. She immediately reports the message to a trusted adult without 
responding to the stranger.

Scenario 6 

Lucas receives friend requests on social media from people he doesn't know 
personally but accepts them all to increase his friend count.

SAFE UNSAFE

SAFE UNSAFE

SAFE UNSAFE



T3

Name Date

Internet Safety Activity

Directions: Read through the scenarios. Mark iif the behavior shown is safe 
or unsafe. 

Scenario 7 

Alex's friend wants his login information for a video game so they can play 
together. Alex suggests playing together using a guest account or inviting the 
friend to join through the game's multiplayer features.

Scenario 8 

Lily comes across a pop-up advertisement promising free game downloads if she 
clicks on a link. She wants to get the free games, so she clicks on the link.

Scenario 9 

Emma receives an email from an unknown sender with an attachment titled "Open 
Me." She doesn't open it and informs a trusted adult about the suspicious 
message.

SAFE UNSAFE

SAFE UNSAFE

SAFE UNSAFE



T3

Name Date

Internet Safety Activity

Directions: Read through the scenarios. Mark iif the behavior shown is safe 
or unsafe. 

Scenario 10 

Sarah receives a message from a stranger asking for her phone number and home 
address so they can send her a gift. She thinks that's really nice, so she shares 
the information.

Scenario 11

Lily comes across a pop-up advertisement promising free game downloads if she 
clicks on a link. She closes the pop-up window and continues browsing on trusted 
websites.

Scenario 12 

Alex shares his login credentials for an online game with a friend so they can play 
together, even though they've been warned not to share passwords.

SAFE UNSAFE

SAFE UNSAFE

SAFE UNSAFE
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https://docs.google.com/spreadsheets/d/18HCirlzy8Lpqlwdk6oGdqkttlEb3L-OA1GKxqVMmSAw/edit?usp=sharing
https://docs.google.com/spreadsheets/d/1movr3hiNniHufJtcnJAMA1LfJ9tADbO_vRBW9mq1zak/edit?usp=sharing
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